

 Мошенники предлагают пройти флюорографию по ОМС-полису, записать Вашего ребенка в детский сад, школу, проверить пенсионные накопления, продлить срок действия СИМ - карты сотового оператора, обезопасить Ваши вклады и многое другое. Таким образом мошенники придумывают новые схемы для отбора денежных средств у граждан.

 Звонящие представляются сотрудниками портала «Госуслуг» либо сотрудниками «МФЦ», у мошенников одна цель - это заполучить коды из СМС, поступившего на мобильный телефон, с целью подтверждения Вашего личного кабинета на портале «Госуслуг». Если человек доверился и сообщил пароли, то моментально преступники завладели Вашими персональными данными и, как результат, они мгновенно списывают деньги с вкладов и счетов, рассылают во все банки запросы на получение кредитной истории и оформляют кредиты. Чтобы не попасться на уловки мошенников, я напоминаю, что специалисты АУ «МФЦ» и «Госуслуг» никогда не звонят на сотовые телефоны и не предлагают эти услуги. Однако, в средствах массовой информации постоянно ведётся разъяснительная работа о том, как не попасться на уловки мошенников. В нашем районе есть еще доверчивые жители и соответственно человек лишается определенной суммы денег. Многие считают, что мошенники обманывают только лиц престарелого возраста, однако это далеко не так, попадаются на удочку мошенников лица всех возрастов.

 Для того, чтобы не стать жертвой злоумышленников, не нужно вести телефонный разговор, а просто положить трубку. Если у Вас возникли вопросы, перезвоните на горячую линию той организации, с которой якобы представились мошенники. Будьте внимательны и осторожны!
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